
Office of Administration  State Data Center Information Technology Services 
 

TB: 06015 TECHNICAL BULLETIN Date: 04/11/2006 
 RACF Password Length Change 
Author: Kevin Mengwasser  Archive: 01/11/2008 
 

1 of 1 

Abstract 
 

The current password length requirement for RACF is changing on 04/24/2006 at 8:00 am. 
 

Bulletin 
 

The current password requirements for RACF are going to change so that the password length 
will change from six to eight characters to seven to eight characters.  Users will be required to 
change their passwords to meet the new standard the next time they change their password 
after the implementation date. 
 
The RACF password standards on 04/24/2006 will be as follows. 
 

1. Passwords will expire after 31 days. 
2. Passwords must have a minimum of seven characters and a maximum of eight. 
3. At least one character must be alphabetic (A-Z) 
4. At least one character must be numeric (0-9) 
5. A password may contain a special character consisting of either a Pound Sign “#”, Dollar 

Sign “$” or an At Sign “@”. 
6. RACF will not let a user re-use the last 32 passwords they have used. 
7. RACF will revoke a userid after 4 consecutive unsuccessful password attempts. 
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If you have any questions about the information contained in this Technical Bulletin, please 
contact Kevin Mengwasser (526-1533), Nicole Klatt (526-0111) or Chris Zimmerman (526-
0110). 
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